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ORGANISED CRIME: WEST AFRICAN
RESPONSE ON CYBERSECURITY AND
FIGHT AGAINST CYBERCRIME

cOntribute 
tO enHance 
cYbersecuritY 
and cOmbat 
cYbercrime

the european union is made up of 28 
Member States who have decided to gradually 
link together their know-how, resources 
and destinies. Together, during a period 

of enlargement of 50 years, they have built a zone of 
stability, democracy and sustainable development whilst 
maintaining cultural diversity, tolerance and individual 
freedoms. The European Union is committed to sharing 
its achievements and its values with countries and peoples 
beyond its borders.

the economic community of West african 
states (ecOWas) was set up to foster the 
ideal of collective self-suffi  ciency for its fi fteen 
(15) Member States and has a mandate to 

promote economic integration in all fi elds of activity 
of its constituting countries. The ECOWAS Commission 
is charged with the responsibility of implementing the 
policies and programmes aimed at realising the objectives 
of the Community. With a view to improving regional 
integration and enhancing the eff ectiveness of community 
organisations, ECOWAS Heads of State and Government 
adopted Vision 2020, which is more people centric and 
focuses on achievement of results.

expertise france is a public agency and a key 
actor in international technical cooperation. 
It designs and implements projects that 
sustainably strengthen public policies in 

developing and emerging countries. Governance, security, 
climate, health, education… It operates in key areas of 
sustainable development and contributes alongside its 
partners to the implementation of the 2030 Agenda.
For more information: www.expertisefrance.fr



Overall Objective
Contribute to enhance cybersecurity and combat 
cybercrime.

expected results
• The resilience and robustness of the information 
infrastructure are improved.

• The capacity of the stakeholders in charge of 
combating cybercrime is being improved.

beneficiaries
ECOWAS Commission, Benin, Burkina Faso, Cabo Verde, 
Côte d’Ivoire, Gambia, Ghana, Guinea, Guinea Bissau, 
Liberia, Mali, Niger, Nigeria, Senegal, Sierra Leone, Togo 
and Mauritania.

budget
7,5 M€

duratiOn
48 months (1st February 2019 - 31 January 2023).

7 main activities
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1 -  to establish a strategic framework 
that strengthens the technical, 
operational and analytical expertise of 
national institutions concerned with 
cybersecurity

2 - to improve cybersecurity 
awareness and stakeholder 
empowerment to secure the Internet at 
national and regional levels

3 - to improve the capabilities of 
handling computer security incidents 
in two pilot countries 

4 - to strengthen respect for human 
rights and the rule of law in two pilot 
countries

5 - to analyze the strategic framework 
for the implementation of public 
key infrastructure (PKI) for two pilot 
countries

6 - to improve the legal framework for 
citizens to take advantage of the digital 
dividends of an open, free, secure and 
resilient cyberspace

7 - to improve response capabilities to 
cybercrime cases in two pilot countries


